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Microsoft Official Course
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Microsoft 365 Certified:
Enterprise Administrator
Expert

3a Kypca

= Learn about Microsoft 365 Security Management, including
how to manage your security metrics, how to enable Azure
AD Identity Protection, how to configure your Microsoft
365 security services, and user Microsoft 365 Threat
Intelligence.Learn about Microsoft 365 Compliance
Management, including data retention and data loss
prevention solutions in Microsoft 365, archiving and
retention in Microsoft 365, implementing and managing
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data governance, and managing search and
investigations.This course introduces you to the world
of Microsoft 365 device management — from establishing
Microsoft Intune, to enrolling devices to Intune, to
monitoring the devices, to controlling what users can do
from the enrolled devices by using conditional access
policies. If you are already managing devices by using a
traditional device management tool such as Configuration
Manager, you will be interested to know how you can
seamlessly move to modern management, in which devices
are managed by Intune, and how you can benefit from new
device management capabilities, such as compliance,
conditional access, and Windows Autopilot to deploy new
devices from the cloud.

Lenu — KakBo wWe Hay4yuTte

= Manage Security Metrics

 Implement security solutions in Microsoft 365

= Plan and configure Azure AD identity protection

» Implement Microsoft Secure Score

= Implement Exchange Online Protection

= Implement Advanced Threat Protection

 Manage Safe Attachments and Safe Links

= Implement Microsoft 365 Threat Intelligence

» Use the Microsoft 365 Security Dashboard

= Configure Advanced Threat Analytics

= Implement cloud application security

 Understand Data Governance in Microsoft 365, including:
Archiving, Retention, Information Rights Management,
Secure Multipurpose Internet Mail Extension (S/MIME),
Office 365 Message Encryption, Data Loss Prevention

= Implement In-Place Records Management in SharePoint

= Implement archiving and retention in Exchange



 Create retention policies in the Security and Compliance
Center

= Plan their security and compliance needs

» Build ethical walls in Exchange Online

 Create a DLP Policy from a built-in template

= Create a custom DLP policy

» Create a DLP policy to protect documents

 Implement policy tips

 Manage retention in email

» Troubleshoot data governance

= Implement information protection

 Implement Advanced Implementation Protection

= Understand Windows Information Protections

= Search for content in the Security and Compliance Center

= Audit log investigations

 Manage advanced eDiscovery

= Plan for Co-management

 Prepare your Windows 10 devices for Co-management

= Transition from Configuration Manager to Intune

= Configure Microsoft Store for Business

= Plan for Mobile Application Management

= Plan your Windows 10 deployment strategy

= Plan your Windows 10 subscription activation strategy

 Resolve Windows 10 upgrade errors

= Implement Windows 10 Analytics

 Deploy Mobile Device Management

= Manage devices with Mobile Device Management

= Enroll devices to Mobile Device Management

= Manage device compliance

KypcbT e npegHa3HayeH 3a

= This course is designed for persons who are aspiring to
the Microsoft 365 Enterprise Admin role and have



completed one of the Microsoft 365 work load
administrator certification paths.

dopMaT Ha Kypca
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MpucbctBeH Kypc

[x]
OHNnanH (Live)
OtTpaneyeH

E3MK Ha Kypca: Obnrapcku (aHrnMMCKM € HaluyeH KaTto onuus)

YyebHun Mertepuanu: B enekTpoHeH ¢opmaT (Y4yebHMTe MaTepuanu ca
Ha aHrNMACKK), BKJIWYEHWM B LEHaTa C HeorpaHuW4yeH OQOCTbHM.

NlabopaTopHa cpega: BCEKW KYpCUCT pasnonara cbc cobcTBeHa nabd
cpepa, KbAeTo ce MpoBexaaT YnpaxHeHuaTa, 4YacT OT Kypca.

[poobNXUTENHOCT

= 4 paboTHM OHM (NoHepenHUK — neTbk 09:00 — 17:00)

nnun

=32 y4y.4. obyyeHue (Teopus U nNpakTukKka) B MU3BbHPabOOTHO
BpemMe C MPOABLJXUTENIHOCT 1 ceaMuuu

» cbboTa u Hependa 10:00 — 14:00, 14:00 — 18:00, 18:00 —
22:00
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* MOHeOenHWK u cpapa 19:00 — 23:00
* BTOPHUK M 4eTBbpPTbK 19:00 — 23:00

NnawaHe
(]

3asaBka 3a M3pQaBaHe Ha ¢akKTypa Cce npuMeMa KbM MOMEHTa Ha
3anNMcBaHeTO Ha CbOTBETHUA KypC.

OakTypa Cce u3paBa B paMKWTe Ha 7/ OHW OT NOTBbpPXOAaBaHe Ha
niaaHeTo.

lpepctosaum Kypcose

[tribe events list category="ms-101"]
3a noseye uHbopMauusa u3nonssauTe dopMaTa 3a KOHTaKT.

lle ce cBbpxeM C Bac 3a noTBbpXpgaBaHe Ha OaTuTe.

MpepnoctaBkun (MN3nckBaHuA) 3a
YyacTtue

= Completed a role-based administrator course such
as Messaging, Teamwork, Security and Compliance,
or Collaboration.

A proficient understanding of DNS and basic
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functional experience with Microsoft 365 services.
A proficient wunderstanding of general IT
practices.

KypcbT noarorBs 3a cnepgHuTte
cepTuPUKaLMOHHU HMUBA

* MS-101



